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Settings - Users Allow List

Advanced View

With the Advanced view, add and manage users and groups from every accessible domains.

Y ou can switch view from the Default view to the Advanced View using the “ Switch View” button.

The Advanced view is used to display and manage every current configured user and groups. It also allows you to add
new user and group to the list to configure them as well, using the windows AD search picker. Y ou can do so by clicking
on the “Add user/group” button.Y ou will then be able to add any user available from any accessible domains from your

server.

The Advanced View is available on the Permissions, Working Hours, Secure Desktops features. Example:
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The Users Whitélist tab gives the Administrator the possibility to add/remove users from the whitelist.

Users on the whitelist are ignored by TSplus Advanced Security and their settings will not be applied.

The user who installed T Splus Advanced Security is automatically added to the Whitelist:
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O Mot configured for this user/group

® Always autho
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O Authorize only during these time ranges:

| Monday: 09:00 = to 17:30 =
| Tuesday: 0900 = ta 17:30 =
| Wednesday: 0900 = ta 17:30 =
| Thursday: 0900 = ta 17:30 =
- Friday: 09:00 = to 17:30 =

Saturday: 09:00 = to 17:30 =

Sunday: 08:00 = to 17:30 =

Select timezone for user or group ([UTC+01:00] Bruxelles, Copenhague, Madrid, Paris is applied by default):

Whitelisted wsers will always be able to connect.

This feature prevents a user from opening g new session outside of his authorized time ranges, and log him off automatically when his
working hours are over,
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